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役員等を騙る不審メールにご注意ください！
・実在する企業の役員や元役員名を騙り「LINEのグループトークを作成して
QRコードを返信してください」といった不審メールが複数確認されています。

・メールの内容に従うと会社の資金を送金させられる等の詐欺被害の恐れが！

差出人 （会社の役員や元役員、自社の社員名など）
宛先

【詐欺メールの例】

●●（自社の会社名）

いつもお世話になっております。
株式会社●● （差出人名）でございます。

業務上の都合により、恐れ入りますが、会社のLINEグループを作成していただき、
社内の財務ご担当者様をグループに招待いただけますでしょうか。

お手数ですが、グループ作成後、参加用のQRコードを本メールへの返信にてお送り
いただけますと幸いです。
こちらでQRコードを確認の上、参加させていただきます。

当社の口座残高をスクリーンショットして
送ってほしい

別の会社に振り込む手続きをしてほしい

会社の資金を送金させられるなどの詐欺被害の恐れが！

LINEのグループトークを作成させる

QRコードを送信させる

自社の社名

自社の社員など

・このようなメールが届いても決して返信せず、組織内で情報共有してください。
・送金に関するメールを受信した際は、メール以外の方法で内容を確認
してください。

・連絡する際は、メールに記載された連絡先ではなく、別途資料（アドレス帳
や名刺等）を確認してください。

・添付ファイルやリンク先を不用意に開かないでください。

指示通りLINEのグループトークに参加してしまうと…

犯罪者
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