
 

 

 

 

 
「フィッシング」に注意！ 

 フィッシングとは、実在する金融機関や企業を騙ってメールなどを

送信し、偽のウェブサイト（フィッシングサイト）へ誘導することに

より、銀行口座情報、クレジットカード情報、ＩＤ・パスワード、氏

名等の重要な情報を入力させようとする手口です。 

【入力を求められる情報の例】 

 ・ クレジットカード番号、キャッシュカード番号、 

  暗証番号 

 ・ 住所、氏名、電話番号 

 ・ インターネットバンキング等のＩＤ、パスワード  

【被害防止対策】 

 ・ メール等の中のリンクを開いたり、記載された連絡先に連絡し

  ない。 

 ・ 正規のサイトをブックマーク登録しておき、正規のサイトから

  確認する。  

 ・ 公式アプリをダウンロードする。 

 ・詐欺被害 １件 

 ・物損事故 ４件 

 ・イノシシの目撃 

  →複数 

（12月の取り扱い） 

宝珠花駐在所日誌 

 

 要注意  宝珠花橋・田圃に挟まれた道路 

 

路面凍結・スリップに注意！ 

 ２月も寒い季節です！ 
 降雪や路面凍結のおそれがあるため
事前に冬用タイヤに切り替えるなど、
備えを万全にしておきましょう。 

  

すい紙面とするため従来からフォームを一部編集しました 
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春日部警察署 
☎ 734-0110 
宝珠花駐在所 
☎ 748-1107 

 

事件や事故以外の緊急を要しない相談・要望などは 

＃９１１０  又は  048-822-9110 

もしくは、最寄りの警察署へ電話をして下さい。 

 本数値は駐在所での事案

取扱件数であり、刑法犯認

知件数とは異なります。 

サイバーセキュリティ月間（２月１日～３月１８日） 

～サイバー犯罪に注意～ 

● 通学路や自宅周辺の危険個所の確認 

  こどもと同じ目線で確認し、危険個所を 

 「具体的」に伝えましょう。           

● 安全な横断手順の習慣化（大人がお手本です） 

  こどもは大人の真似をします。普段からお手本となるような行

 動を見せましょう。信号機のある横断歩道、信号機のない横断歩

 道、正しい横断手順を身 につけさせましょう。 


